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information security considerations associated with cloud computing which are relevant 

to the College. While cloud computing can facilitate collaboration and the sharing of 

information, it exposes the College to additional risk.  

It is incumbent upon the College and its employees to understand the risks of cloud 

computing technologies before approving their use with respect to information owned by 

or in the possession of the College. Cloud computing technologies can present the 

following information security and data privacy concerns: 

 Loss of control over the College’s data or information; 

 Loss of security or privacy of
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Approved Cloud Computing Services 

The Office of Information Technology Services will maintain a listing of all approved 

cloud computing services which outlines the ex
q
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 New York State Information Security Policy, NYS-P03-002 (March 

https://its.ny.gov/sites/default/files/documents/nys-p03-002_information_security_0.pdf
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